**ИНФОРМАЦИОННАЯ БЕЗОПАСНОСТЬ**

В последнее время участились случаи рассылки фальшивых «официальных запросов» от имени МВД, ФСБ, Росгвардии и других органов, а также ложных сообщений о минировании.
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— Чтобы выманить конфиденциальные данные.  
— Чтобы дестабилизировать работу организаций.  
— Чтобы вызвать панику.  
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— Почтовый адрес на бесплатном сервисе ([gmail.com](https://vk.com/away.php?to=http%3A%2F%2Fgmail.com&utf=1), [yahoo.com](https://vk.com/away.php?to=http%3A%2F%2Fyahoo.com&utf=1) и др.).  
— Ошибки в названии организации.  
— Срочные просьбы передать данные.  
— Ссылки на неизвестные сайты или вложения.  
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1. Не переходить по ссылкам и не открывать файлы.  
2. Проверить адрес отправителя.  
3. УМВД РФ по Ханты-Мансийскому автономному округу – Югре и в Аппарат антитеррористической комиссии Ханты-Мансийского автономного округа – Югры

* Ответственность  
  Передача служебной информации третьим лицам влечёт дисциплинарную, административную и даже уголовную ответственность.

Берегите свои данные!